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FR-001 Functional TIS The system must support the exchange of event data. The 

system shall exchange (‘push’) data to recipients based on 

routing rules or explicit addressing. The exchange must oc-

cur within a predefined time of the event trigger (‘(near) 

real time’) and events contain limited data (‘data at 

source’). 

FR-002 Functional Plug and play The system must allow new participants to complete a 

well-defined registration process. The process should be 

intuitive, and include clear instructions for each step. The 

system must validate all required information, such as per-

sonal details and contact information, before final submis-

sion. 

FR-003 Functional Trusted The system must provide a trust framework that enables 

participants to establish secure connections for exchanging 

sensitive events. 

FR-004 Functional Federation The system must allow nodes to automatically discover 

each other and discover available data within a reasona-

ble amount of time after joining the network. In the event 

of a discovery failure, the system must attempt re-discov-

ery within a predefined amount of time and log any errors 

for administrative review. 

FR-005 Functional Plug and play The system must facilitate interfacing with backend sys-

tems to the data sharing system and provide semantic 

translation facilities for these interfaces.  

NFR-001 Non-func-

tional 

n/a The system must be scalable, allowing the addition of new 

nodes without causing network congestion. Ensuring that 

the system continues to perform efficiently as it scales. 

NFR-002 Non-func-

tional 

Safe, secure Data exchange must happen securely. The system must use 

industry-standard encryption protocols (such as TLS 1.3). 

API’s must be secured with at least basic authentication. 
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C1 Trust framework  FR-003, 

NFR-002 

Providing the means to allow participants to 

setup trusted communication 

C2 Discoverability of participants FR-004 The ability to find other participants 

C3 Discoverability of services  FR-004 The ability to find other services 

C4 Data sovereignty capabilities FR-001 The ability to dictate who can view your data 

and what they can do with it 

C5 Dynamic Onboarding capabilities  FR-002 Whether onboarding of participants after setup 

is allowed 

C6 Data exchange protocol  FR-001 Whether the system can be used to execute the 

data exchange 

C7 Advanced routing capabilities  FR-001 The ability to define advanced rules for routing 

data across the network 

C8 No vendor lock-in NFR-003 If the implementation is specific to a vendor 

C9 Based on international data 

sharing standards 

NFR-003 Whether a solution is based on international 

data sharing standards 

C10 Non-repudiation  The identity of the sender and the exact time of 

an event can be verified. 

C11 Backend interfacing  FR-005 Whether a solution allows easy integration with 

existing backend systems of a participant 



 

ID Criterion FEDeRATED-CORDA FEDeRATED-EDC 

C1 Trust framework  
  

C2 Discoverability of participants  
  

C3 Discoverability of services  
  

C4 Data sovereignty capabilities  
  

C5 Dynamic onboarding capabilities  
  

C6 Data exchange protocol  
 

New Distribution 

Orchestrator 

C7 Advanced routing capabilities  
  

C8 No vendor lock-in  
  

C9 Based on international data sharing 

standards    

C10 Non-repudiation 
  

C11 Backend interfacing 
  



 



 



ID Criterion FEDeRATED-EDC BDI Interoperability  

C1 Trust framework  
  

BDI uses iShare, EDC uses 

WebDIDs+VC. 

Interoperability has to be 

investigated.  

C2 Discoverability of 

participants    
FEDeRATED uses the 

Douane Catalog, BDI uses 

iShare Satellite. 

Interoperability seems 

possible but will require 

investigation. 

C3 Discoverability of 

services    

C4 Data sovereignty ca-

pabilities    
Less relevant on the level of 

FEDeRATED and BDI. EDC 

offers this on the level of a 

participant. 

C5 Dynamic onboarding 

capabilities    
Not relevant for 

interoperability between 

FEDeRATED and BDI. 

Onboarding is a local 

procedure.  

C6 Data exchange pro-

tocol    
FEDeRATED uses Store & 

Forward, BDI uses Publish & 

Subscribe. Interoperability 

seems possible but will 

require effort.  

C7 Advanced routing 

capabilities    
Not relevant from 

perspective of 

interoperability C8 No vendor lock-in  
  

C9 Based on interna-

tional data sharing 

standards  

  
In principle interoperable 

although care should be 

taken that the right design 

decisions are taken. 

C10 Non-repudiation 
  

No Interoperability problem. 

This is a local function.  

C11 Backend interfacing 
  

No Interoperability problem. 

This is a local function. 



 



 



 

https://projects.eclipse.org/projects/technology.edc
https://azure.microsoft.com/
https://www.semantic-treehouse.nl/



