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Abstract

Big data and data-driven innovation are drivers fronomic growth. To capture this growth, data
often need to be shared among organisations. Hawewany challenges to sharing data among
organisations exist. This paper investigates howegeance is organised in inter-organisational data
collaborations. First, based on literature, four chetypical modes of governance are identified:
Market, Hierarchy, Bazaar and Network. Subsequerttigse theoretical modes are investigated
empirically by exploring governance modes in fose gases. Based on a cross-case comparison, we
find that major challenges to data sharing are tmenmercially sensitive nature of data and privacy
risks. Due to legal implications, sharing of perabrdata always takes place hierarchically.
Therefore, coordination and control over data néadbe firmly in place before organisations engage
in data sharing. Further research should look irftow these aspects can be organised in inter-
organisational data collaborations to foster inntioa.

Keywords: Big Data, Governance, Inter-organisatib@allaborations, Data Sharing

1 Introduction

Organisations increasingly collect, store and msatata. This ‘data deluge’ requires unconventional
data infrastructures, such as processing powerstméige capacity, to keep up with the variety,
volume, velocity, variability, complexity and valwé big data (Katal, Wazid and Goudar, 2013). A
core principle of big data is data maximisation:rendata (combinations) mean more opportunities to
extract value (IWGDPT, 2014). Analytics and vissations assist organisations in exploring big data
for valuable insights. The advent of big data ps®gi organisations valuable business analytics to
improve their operational efficiency, the effectiess of products and services, and the development
of new products, services and business models (Elaan et al., 2012). Public organisations have
great expectations of big data to inform policy-exakand develop solutions to societal challenges,
such as resource efficiency, sustainability andlithyeaageing (Borgman, 2012; Bertot and Choi,
2013). Organisations are, thus, keen to inveghésd infrastructures as data are seen as valuable a
intangible assets to the organisation (Applegatestih and McFarlan, 2003; Kathrin and Brown,
2010; Gopalkrishnan et al., 2012; Van Veenstra\fend den Broek, 2013).

As big data require large investments in infradtiee and skills, and datasets are often scattered
among organisations, data collaborations are for(Bedot and Choi, 2013). Data collaborations are
arrangements between three or more organisatiamsdguently, organisations jointly establish data
protocols, data exchange and reporting mechanismdsaaalyse data (Bertot and Choi, 2013). To
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mitigate these risks while maximising the valuedafta collaborations, organisations design and
implement governance structures. IT governancegafethe arrangements that enable organisations
to formulate, communicate and assess policies andegdures that arrange formal control of IT
activities (Sambamurthy and Zmud, 1999). Researchgavernance related to big data often focuses
on single organisations (Kathri and Brown, 2010;p@hkrishnan et al., 2012). However, inter-
organisational collaborations are notoriously difft to manage (Ireland, Hitt and Vaidyanath, 2002)
for instance because of privacy concerns or torr@&ompetitive advantage (Markus and Bui, 2012).
In line with governance of inter-organisational teyss (Kumar and Van Dissel, 1996), big data
collaborations need well-designed and implememéat-Horganisational governance to mitigate risks.
Therefore, this paper explores inter-organisatigaaernance of data sharing. Using an interpregativ
study, we study data governance in cases of bayatdkaboration.

The contributions of this paper are twofold. Firsthe scope of research on governance in the xionte
of big data is extended to the inter-organisatidenatl. Secondly, we provide an in-depth analy$is o

four big data collaborations that vary accordinghteir mode of governance. This paper is structured
as follows. Firstly, we develop a theoretical fravoek based on inter-organisational governance
research in organisational and IS studies. Secpmaydescribe the methods of our empirical study
and analyse four use cases to find out how theseeglts are implemented in practice. After a cross-
case analysis and discussion of the findings, lfinale formulate conclusions and recommendations.

2 Theoretical background

2.1 Governance of inter-organisational collaboration

Inter-organisational collaboration refers to colat®ns of three or more autonomous organisations
that collaborate to pursue collective rather thadividual goals (Provan and Kenis, 2008). From a
sociological perspective, inter-organisational a@iodiration is a form of collective action: a social
organisation that creates more value than the duits andividual participants (O'Toole Jr, 1997).
Effective inter-organisational collaboration prosdcompetitive advantage to its members in several
ways (Provan and Kenis, 2008). Firstly, organisetican learn from other participants. Secondly,
inter-organisational collaborations can pool resesr which increases efficiency. Lastly,
collaboration can stimulate the development of meaducts and services, or the improvement of
current products and services (Lowndes and SkeldBéB).

The effectiveness of inter-organisational collatioradepends on the governance that is in place.
Inter-organisational governance consists of ther@ed institutions and structures to ensure that
individuals behave in line with the collective gaatonflicts between individuals are prevented or
resolved, and the effective and fair use of calNectresources within the inter-organisational

collaboration (Provan and Kenis, 2008). Apart friegal aspects of governance, inter-organisational
aspects include “command structures and authoyyems, incentive systems, standard operating
procedures, dispute resolution procedures and ravkean pricing systems” (Dekker, 2004, p. 31).

Inter-organisational collaborations often take tleem of networks, which balance the strong

incentives of the market and the structures ofangdry (Gulati, 1995; Adler, 2001; Powell, 2003).

In literature, four archetypical inter-organisatsmmodes of governance are distinguished: Market,
Bazaar, Hierarchy, and Network (Provan and Ken@)82 Lowndes and Skelcher, 1998; Dekker,
2004; Demil and Lecocq, 2006). Table 1 summarisesd four modes of governance, according to a
number of characteristics: normative basis, ingestifor engagement, control over these incentives,
reasons for adoption, flexibility and durability thfe collaboration, social contract, relations hestw
the individual members, and type of coordinatioadis
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Market Bazaar Hierarchy Network

Normative basis Intellectual property, Open license Formal hierarchy Social contracts

Incentives for Competition Reputation in the Career Trust

engagement community

Control over the | High: contracts Low: reputation in | High: Moderate:

incentives the community administrative reciprocity and

power social contracts
Reasons for Low coordination Innovation and low | Negotiation Low-cost access to
adoption costs; high flexibility | coordination costs position; strategic | resources; joint
in participants differentiation solutions

Flexibility of the | High High Low Moderate

collaboration

Duration of the Short term Unlimited Unlimited Long term

collaboration

Social contract Formal, distrust Informal, focus on| Formal, Informal, focused
joint production of bureaucratic on common goals
products

Relation between| Independent Partially dependent Dependent Interoip

network members

Table 1. Characteristics of four modes of integamisational governance.

The Market governance mode affords high level ebmaomy to network members. Dyadic contractual
agreements between buyers and suppliers diminesindlbd of trust between members. For example,
conflicts resolution is regulated by contract |ae degree of control over the collaboration ishhig
The prime motivation of collaboration is compeititicrganisations work together to advance their
competitive position. When better opportunitieg)(éower prices) emerge in the market, organisation
swiftly change their collaborations. Market govaroa has relatively high transaction costs due to
these short-term relationships. Consequently, dieatity of members is not important. In a Market
governance mode, organisations can decide to pealdta in a central or pooled marketplace. Pooled
resources require little coordination: membersesidata in the central repository and have contahctu
transactions when needed.

Central to the Bazaar mode of governance is a contynaf actors that chaotically cooperate on a
common goal. A bazaar does not require formal ectdror high levels of trust to coordinate network
behavior (Demil and Lecocq, 2006). Unlike the Markge of governance, users’ reputation in and
contribution to the community (e.g. kudos) are grimotivators to contribute to the common goal.
This reputation mechanism makes the identity of momty members of moderate interest to the
cooperation. Unlike in markets, intellectual prapes of minor importance: community members
waive ownership by means of an open license, tarenthat the developed products or services are
distributed widely. Members of the bazaar are yaaitonomous in their decision making, and social
control is regulated by transparency and reputatighe community.

The Hierarchy governance mode emphasises fornalart between the individual members. Higher
ranked members have formal power over lower rank®anbers in the network. Members are
motivated to climb the rankings in the collaboratifcareer opportunities’), and behaviour is
regulated by sanctions and rewards. Consequehtyidentity of members and the resulting trust is
not necessary to form the collaboration. Hieramhicollaborations often include a dominant
organisation or a network-specific umbrella orgatie that coordinates and administrates joint
efforts. Sequential inter-organisational collabiaratoften occurs in Hierarchical governance modes.
The dominant organisation orchestrates and montiterslata exchange along the supply chain.
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Networks are considered as a hybrid, yet distiectrganisational form in between markets and
hierarchies (Powell, 2003; Ring and Van de Ven,4)99he Network governance mode relies on
social contracts between members. These sociakramstimply reciprocity between members:
members need to trust each other, and hence knothiagidentity of members and previous
experience in collaboration is needed to buildttrirscontrast to a market or hierarchy, coordirati

of network activities is a joint effort between wetk members and decisions are made based on
consensus between all members. The reciprocal icatieh of the Network mode of governance is a
complex web consisting of data exchanges betwedividual members. As this reciprocal
coordination becomes more complex and collaboratieeome more uncertain, the need for
hierarchical coordination mechanisms increasesafizaid Singh, 1998; Dekker, 2004).

2.2 Governance of data collaborations

IT governance defines the decision rights and atedilities to encourage desirable behaviour in the
use of IT within an organisation (Weill, 2004). Retdy, scholars have drawn attention to IT
governance in inter-organisational networks (Marlarsl Bui, 2012; Zaric, Stolze, Boehm and
Thomas, 2012; Stolze, Zaric and Thomas, 2011; P&ileGarcia and Burke, 2008; Spil, Van den
Broek and Salmela, 2010). Based on a survey ambrydfessionals and academics, Stolze et al.
(2011) argue that IS scholars should study IT guaece in inter-organisational relationships. Due to
an increase in sharing data, data governance becam@nportant aspect of IT governance (Bertot
and Choi, 2011). Data governance is defined as ‘wdids the decision rights and is held accountable
for an organisation’s decision-making about itsadedsets” (Kathri and Brown, 2010, p. 149).

The four archetypical inter-organisational colladdams described in the previous section concern
general governance rather than specific governah¢big) data collaborations. Therefore, the next

step is to extend Table 1 and apply the four thexmlemodes of governance to data collaborations.
This extension is shown in Table 2. It includes tharacteristics of data sharing in each of the fou

types of inter-organisational collaboration, the imacoordination mechanisms used in the

constellations, and the control individual membeh@ve over the data. Furthermore, an example of
each type of inter-organisational data collaboratsoprovided.

Market Bazaar Hierarchy Network
Type_ of data Pooled Complex Sequential Reciprocal
sharing
oo
O% O~0~0~0~0
O
Characteristics of | Buy and sell data | Open up and reuse| Data exchange Lateral data
data sharing based on (dyadic) | of data orchestrated by exchange between
transactions dominant member(s)| individual
members
Coordination Contracts Data quality Power exerted by th&rust
mechanisms dominant member(s)
over the others
Control over data Remains at Open licence meang Determined by the Remains at
individual that everyone has | dominant member(s)| individual
organisations access to the data organisations
Example of data Central marketplace Open data Supply chain network Networked
collaboration for big data community exchange of data
Table 2. Characteristics of four modes of integamisational data governance.
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In a Market mode of governance, data supply andaddnare met via a marketplace and via contracts
between individual organisations. The control odata remains at individual organisations, until the
data are sold. In that case, control over the daita the hands of the buyer. In a Bazaar govemanc
mode, data is open and supply and demand are degetiny the quality of the data. This also means
that everyone has access to data. In a Hierarchitg d@re exchanged based on the needs of the
dominant member(s) that is able to exert power akierother member(s). The Network mode of
governance is a hybrid, with member(s) laterallgh@nging data while retaining control over this
exchange. Trust relations are formed, which forentiasis of the data exchange.

To our knowledge, no study has yet connected mtganisational governance mode and data
governance. Based on the literature review in tle®ipus section, we expect that the governance of
inter-organisational data collaboration dependshentype of data sharing, the characteristics ef th
data sharing, the coordination mechanisms and @antlividual members have over data within the
collaboration. In the next section, we study thetations in four cases of data collaborations.

3 Case studies

3.1 Methodology

After identification of the aspects influencing thevernance of inter-organisational data sharinghs

as the type of inter-organisational data sharinigaracteristics of data sharing, coordination
mechanisms and control over the data, the next aftepis research is to explore these aspects in
practice. For this, we use an interpretivist methogy that allows in-depth investigation, fittinket
complexity of the matter (Klein and Myers, 1999)e\se a multi case-study approach to explore and
compare big data collaborations, which allows fass-case comparison and reflection on differences
and similarities between cases (Yin, 2001). To stigate the characteristics of data collaboratioes,
identified four domains that we expected to makehfour inter-organisational governance archetypes.

A use case of personal marketing via a loyalty mogby a large retailer is used to investigate the
Market model of data sharing. An open data porta arge municipality presents a Bazaar set-up.
The Hierarchical collaboration is investigated lbpKking at data sharing around the database of a
healthcare insurance company. This database isp@®miological dataset that allows re-use of
transaction data on the use of healthcare colldoreddministrative purposes. The fourth use case i
an energy data sharing platform that aims to estall Network type of collaboration. All use cases
are located in the Netherlands. Although we samifleccase studies on the governance archetype we
expected, the outcomes of the collaborations mégrdin practice. For example, actors may use a
hybrid form of the archetypes rather than an aggieetin line with our interpretive approach, theea
studies assist us in exploring the four archetypteer than testing them.

For the data collection we used semi-structureshiews. The interviews focused on the four aspects
of data governance: the type of inter-organisatialea sharing, characteristics of data sharing,
coordination mechanisms and control over the dalterefore, the interview comprised questions
about the collaboration, data sharing, type of ,degehnical infrastructure, privacy risks and other
challenges. The retailer use case was based oninigosiews, with the manager of Personal
Marketing and with a data consultant. The open datacase was based on six interviews, two with
the director of the open data portal, one with@vigler of datasets via the open data portal, twh wi
initiators of the open data portal and two withrasef the open data from the portal. The health
database case was based on four interviews, vdtm#nager of the databases, with a strategic adviso
and with two users of the data. And finally the rggeplatform use case was based on two interviews
with the project leader and a data provider at mergy company. All interviews lasted between 30
minutes and one hour and took place between NoveR#3 and June 2014. We complemented the
interviews with desk research that included presanis, project plans, and reports about the cases.
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3.2 Personal marketing

The retailer from the Netherlands is best knowndfening a chain of supermarkets. The organisation
uses transaction data for profiling and marketingppses. It is expected that customers buy more
when they receive offers that are tailored to tmsieds. The big data collaboration is established
between the individual retailers, headquartersaodnsultancy that performs the data analyses. The
transaction data are collected using a loyalty catteme. The users of the loyalty card scheme can
register their cards online, through which it beesnpossible to identify purchases of individuals.
Based on the analyses of the transaction datacdhmpany profiles customers and offers to their
customers a list of products tailored to their reeStep by step also other data sources, such as
demographical data and market research, are littkgdin more insight into the customers and their
needs.

The transaction data of those loyalty cards thatregistered online contain personal data. Thetse da
have a unique identifier. The data collected frém individual retailers are collected in the stores
stored centrally and sent to the consultancy forfopming analyses, after anonymisation. Re-
identification happens after the analyses areerhwit, just before personalised e-mails are Sy
certified employees have access to these datahancbinpany performs regular internal and external
audits. The data that are collected are owned dydtailer. Upon registration, the client giveslexp
consent for data processing and this consent caevoi&ed, after which data will be removed. Data
are not sold to other organisations.

3.3 Open data portal

The open data portal of a large municipality wasugeby an institute of applied scientific research
within the municipality. The institute intendedreuse datasets of the municipality within its szsh
projects and started collaborating with the depantmdealing with city maintenance, waste
management and the public sphere. This departmastahlot of geographical data as well as
information on objects in the city and opened umynaf its datasets. Therefore, a next step was to
publish these datasets in an open data store.oplis data store was also set up by the institute, b
the municipality took it over after the city couhembraced the notion of open data. Before setifmg
the open data portal, the municipality sold thes@,dbut in the open data portal data are provided
free. The goals for the municipality in relation ¢pen data are to increase efficiency of the
organisation, stimulate innovation within the mupédity and allow for re-use and innovation within
other organisations, such as app developers, andrease transparency and accountability.

While most of the data is merely provided in thetalpo sometimes the municipality collaborates with
the users of the datasets. In some cases, theafsgpen data request specific datasets to be dpene
up, such as datasets with geographical and reeldiata. Data are published in a format that fiés th
type of data, such as SQL for database informatimh csv for geographical data. Also metadata is
added to make the published datasets more easgdioThe municipality mainly collaborates with
start-ups and app developers to create value frpem @ata. An example is the ‘tree spotter’ app,
showing information on all 180.000 trees in caretted# municipality. Other organisations do not
publish data via the portal. A next step in theadepment could be adding social media or co-creatio
of services, such as interactively show social met#ita related to the objects in the public sphere.
The municipality currently also explores the optafrthe portal being run commercially. This might
mean that other (semi-)public organisations, scbchools and hospitals, will be able to publigirth
data in the portal too.

Since the data that are published contain no patsgata, no primary privacy concerns occur.
However, when data are published and combined ethier data sources, privacy risks may occur if
data can lead to re-identification. A special mamitig should be made of geographical data, such as
addresses, which are not personal data in itsetfculd easily lead to re-identification. Thisailso

an issue within the municipality. Some departmewisld like to use the citizens’ registry to do kett
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analyses for maintaining the public sphere, fomgxa, but because of data protection legislatias th
is not allowed. Still, privacy issues may occurhwthe open data portal, as it is impossible to
determine all possible combinations with open datdach may lead to re-identification.

34 Healthcare database

The expertise centre of the largest health ins@ammnpany in the Netherlands is responsible for
improving the quality of health processes. In orttedo so, the centre collects data on the use of
healthcare services of approximately 4.8 milliotizens in a large-scale healthcare database. The
database contains detailed information about medar@ and costs incurred over a period of twelve
years. Additionally, the database includes detditéatmation about patients and healthcare progider
Healthcare providers automatically send thesetdatae insurance company, and the company checks
the data quality. While the data are generatedadioninistrative purposes, such as the administration
of health reimbursements and quality audits, theedise centre aims to innovate and improve the
effectiveness of healthcare by supporting resebaged on these data. Therefore, the database is
occasionally accessible to external researcheis feom research institutes or pharmaceutical
companies). About twenty requests for access aepéed every year.

Access to these data is thus hierarchically orgahiand strongly controlled by the insurance
company. A review board, with staff from the inguza company and research institutes, evaluates the
ethical, theoretical, methodological and societabliy of the requests for access to the data.
Compliance to the Dutch data protection act ismaportant requirement for acceptance. In order to
prevent the insurance company from any legal apdtational damage that can result from poorly
executed or commercial research, publications teatilt from research based on these data also
require approval from this review board. Furthermomguidelines and procedures for data
management, such as anonymisation of the dataxtmally monitored and externally audited. The
insurance company does not directly provide anogsgthidata to external parties. A Trusted Third
Party (TTP), a non-profit organisation, pseudonémisthe data to minimise the risk of re-
identification. Access and recombination of theadatprovided through this service.

To minimise privacy risks, the insurance companyleasises the importance of transparency and
widely communicates its data policies to its cleeWhen signing the health insurance contractidie
automatically accept that their data could be shé&re scientific purposes. This procedure, however,
is not an informed and explicit consent as formadain regulation, as that would be too time-
consuming. While the right on privacy of clientangortant, it is carefully considered and compared
with scientific and societal goals. Ownership oélfiecare data is not strictly determined, howelter.

is unclear if data are owned by the patients, #gadthcare organisation or by the insurance company.
Patients are increasingly seen as owners of treta, dvhich makes it unclear how to implement
governance for sharing healthcare data. Thereitasegurrently written down in a data security ipgl

to be signed by all users, but there is currentlyandit to check compliance to the security policy.
Similarly, it is not clear who is liable in the eaef data misuse. The strict procedures by theevevi
board aim to prevent any misuses, but after shahegdata, the only control the review board can
exert is to block a publication. Liability is thdgtermined case by case, as strict guidelinesdizgar
ownership could increase the threshold to share dat scientific purposes and increase the
administrative costs, for example to audit comp&an

3.5 Energy data platform

Energy data is an asset in the energy marketraayitfacilitate matching energy demand and supply,
offer services to motivate consumers to save enargynform municipalities where illegal energy
consumption takes place (e.g. drugs labs). Howevergy suppliers and energy grid operators in the
Netherlands are reluctant to share energy datamiie reasons are the costs of sharing data, flack o
IT skills and knowledge to extract value out of ttega, uncertainty about the benefits of sharirtg,da
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privacy risks, and stakeholder complexity. In 204 3yrid operator, a national research institute aand
telecommunications provider started a project oingeup an open energy data platform in the
Netherlands. The goal of this platform is to shdatda to stimulate energy-efficiency, innovative
energy services and a transition towards sustaraigrgy. Platform members form an organisational
network together with the telecommunications previds platform provider. The open energy data
project is currently in its inception phase.

Digitisation of administrative processes, smartdgyri smart meters, smart thermostats, mobile
applications and social media rapidly increase ahmunt of energy data in the Netherlands. For
example, an energy company aims to increase theodppately 30,000 smart thermostats to 2.2
million thermostats within five years. The open rgyedata platform will include data from grid
operators (e.g. energy peaks or leakages and gs)pismart thermostat data (e.g. energy consumption
on an aggregated level), relevant telecommunicatiiata (e.g. drops in modems to detect energy fall-
outs) and relevant open data from government agerteig. geographical information). Not all data in
the project are freely available to other partiasffs vary from free to commercial tariff. Thegpect
strives for data maximisation on the long term: leéwvork is open to new participants, such as other
grid operators, energy suppliers and energy sedeselopers (e.g. energy mobile applications), and
the platform also aims to link data from other domae.g. logistics or house construction data, to
stimulate cross-sectoral innovation. However, ligis not happened yet.

The open energy data platform data vary in aggiayddvel. Regional energy consumption data pose
no privacy risks, as combination with other datasist unlikely to lead to re-identification of
individuals. On the other hand, data from smartemsetand thermostats present more risk. For
example, thermostat data may be available per @ilsé¢holds. The collection and analysis of smart
meter and thermostat data is monitored by the Ddiéth protection authority and the Dutch consumer
and market authority. Next to compliance to datateution legislation, members argue that the public
perception about privacy is an important issueaftrepting energy data collaboration. Privacy risks
may increase in the future, as network members Wik datasets across sectors. The network
members jointly own the open energy data infrasinec and consider individual members to be
owner of the data they publish on the platform. tBusmade data agreements between network
members regulate the licensing of data.

On the short term, network members prefer to sobulicts regarding data agreements on a one-to-
one basis, as they do not want to endanger tHatiaes or inflict reputational damage to the netwo
Accountability is based on social contract betwamtividual members. In the long term, project
members may want to arrange accountability throfmimdation of an umbrella organisation
consisting of representatives from all network merabincluding the platform provider. This network
umbrella organisation will govern the open energiadincluding the monitoring of data management
and regulation. An external organisation will auttié platform. Project members state that an open
energy data platform requires transparency towangsgy consumers, when it processes data on the
individual. However, questions on how transparetmeyards consumers can be arranged and who is
responsible in the open energy data project toigeathis transparency remain unanswered as of yet.

4 Findings

The findings from the four use cases in the previeection are presented in Table 3. Four aspects of
the data collaborations are looked into more closile type of inter-organisational data sharing,
characteristics of data sharing, coordination meighas and control over the data.
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Per sonal marketing Open data Healthcare database | Open energy data
Type of data Hierarchical; all data | Bazaar mode Hierarchical; the Network; different
sharing; mode of | are owned by the insurance company | types of data
governance retailer determines data sharing co-exist

sharing

Characteristics off Commercial relation Free supply of Determined by the Mixed; different
data sharing between the retailer open data by the | review board types via one

and the consultancy | municipality platform
Coordination Standardisation Quality and Careful deliberation | Mixed for the
mechanisms between individual usefulness of the | of the usefulness of | individual data

stores and the main data to users the research against | sharing activities,

branch; contract the potential privacy | but overall

between the retailer infringement standardisation via

and the consultancy the platform
Control over data| Only the retailer; Everyone has Strictly controlled by | Individual

individuals can opt in | access to the datg the insurance organisations

and opt out company remain in control

over their own data

Table 3. Findings on inter-organisational govermtssfrom the use cases.

Regarding theype of data sharingvithin the big data collaboration, none of the sasere found to
represent the Market governance mode, which mdwaisrt none of the cases an example could be
found in which data was shared openly for a comiakpurpose. All cases indicated that they could
not yet establish a business case for sharingidatéis manner. Research and innovation were the
most often found reasons for sharing data in iatgaenisational collaborations. The cases variech fro
one-to-one data sharing (personal marketing), te-tormany (open data portal and healthcare
database), to many-to-many (energy data platfofing. one-to-one model offers organisations most
control; the many-to-many model is most complexerEhrappears to be a relation between complexity
and openness of collaboration. The personal maugketind healthcare database cases represent closed
models, the open data portal and the energy dat®ph represent an open form of collaboration.

Regarding theharacteristics of data sharingharing and combining data does not take placa on

large scale, which also means that few collabanatimke place at the moment. Furthermore, few
cases show sign of data maximisation, which mehatsthe potential of big data to come up with

unpredictable applications is not yet realised. Esv, all cases expect that the use of data will
increase in the future.

The coordination mechanisndiffered substantially among the cases. In theahdhically organised
use cases, the retailer and the healthcare datahasgominant organisation mainly set the standard
for data sharing, either via a contract or a proitdn the open data portal, no coordination exdept
(technical) maintenance takes place. The quality wsefulness of the data determine re-use. In the
Network mode of governance, all types of coordoraito-exist, based on the specific data and the
organisations involved. The only coordination takplace is that all data are shared via the platfor

Control over dataalso varied among the cases. In the Hierarchyrgovent mode it is determined by
the dominant organisation, which tightly controleatrhappens with the data. In the open data portal,
the Bazaar mode of governance, no control oved#te is exerted. In the Network governance mode,
individual organisations retain control over thddita, leading to different outcomes of data sharing
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5 Discussion

The use cases show that the governance mode oflaatag in inter-organisational collaborations is
influenced by the characteristics of the data sigarthe coordination mechanism and the control
organisations retain over their data. Similar ®fihdings from Markus and Bui (2012), we foundttha
two important reasons for wanting to keep tighttomnover data were the commercial sensitivity of
data and the privacy risks involved. The clearasedn which commercial sensitivity is involvedins
the case of personal marketing. All data remaiarffewithin control of the retailer that does naant
their competitors to get the same insight intortleeistomers’ behaviour. But also in the case of the
energy data platform this was mentioned as a Watdeestablishing inter-organisational data
collaboration. While this is a barrier to data abbrations, it may be overcome by installing
appropriate governance mechanisms.

The other factor that had a strong influence oncth@rdination mechanism and the control over the
data was the risk of privacy infringement. Whenspeal data were not involved, such as in the case
of the open data portal, free and open data sharasyobserved, but as soon as personal data were
involved (in the other three cases), the coordimatnechanism called for was strict control of a
hierarchical nature. This was even the case whespparent privacy infringement could be observed
(yet), but the threat of re-identification was &ifint to call for a hierarchical governance motiee
reason for this is the existence of data protedigislation, which requires organisations to retai
control over any personal data they process. As mi@timisation is an important principle of persona
data legislation, this means that organisationsl neéhave a clear ground for processing or sharing
personal data.

This ground for data processing can be a specifipgse alone (but this means that data cannot be
shared), based on a strong generic purpose (suehsagentific purpose), or based on (informed)
consent by the data subject. The cases do not #awspecific purpose binding is considered a
problem by organisations. In all use cases orgaorsaare very careful to process data, which means
that they are also careful in determining the psesofor data processing before asking consent. In
case data are shared for a generic purpose, f@amnies for a societal goal, this needs to be cdattol
tightly. This was the reason for installing a reviboard in the case of the healthcare database. The
healthcare database case also explained thahthabsts of obtaining proper (informed) consentfro
the data subjects are expected to be higher tlearetlenues. Therefore, consent is usually obtdiged
having people accept general terms, which is nigt @kgant, nor does it have a strong legal badiis.
cases hold that there are still many uncertaintislved in sharing data within a network of
organisations.

An important challenge for data collaborationshe aipparent incompatibility of data maximisation
(the premise of big data) and data protection lets. Combining datasets from different data
holders may result in re-identification of indivela (Gopalkrishnan et al., 2012; Roosendaal, 2013).
For example, Californian researchers were able-identify patients based on multiple open data set
(EI Emam et al., 2012). Furthermore, European gadéection legislation requires organisations to
define clear and urgent goal to collect, store apply data. When this pre-defined goal is achieved,
the same legislation requires organisations toteldleeir data. The explorative nature of big data,
however, implies a lack of pre-defined goals orliapions and stimulates organisations to expand
rather than delete datasets. Whereas Europearpadégtion legislation requires data minimisation,
big data is based on the notion of data maximisatfghile within a single organisation, control over
data can be more easily exerted (Kathri and Bra@@1,0), this is especially challenging in inter-
organisational data collaborations. Further redeasoould thus look into how coordination and
control over data can be organised in inter-orgdiusal data collaborations to allow for data Shgri
and foster innovation.
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6 Conclusion

Organisations aiming to share data need to deteriminv data collaborations take place, which data
they will share, and how data governance can ernsoper data sharing, which takes into account the
sharing of commercially sensitive data that is cliemp to data protection legislation. Based on
literature, four modes of governance were iderdifi®&larket, Bazaar, Hierarchy, and Network.
Subsequently, we explored four use cases that ywecéed to match to the four inter-organisational
governance archetypes. We did not find an examipteeoMarket governance mode in the use cases
we examined. The organisations involved seemed awee hdifficulties in setting up a purely
commercially viable model for cross-organisatiodata sharing as they want to retain control over
their commercially sensitive data. Furthermore, feend that any data collaborations involving
personal data need to put a hierarchical Governarocke in place for that specific purpose in order t
retain control over the data. As the data maxinosahotion behind big data may, thus, not be
compatible with the data minimisation notion of algtrotection legislation, in order to spur
innovation, further research should look into hownttol over data can be organised in inter-
organisational data collaborations in order tovalfor data sharing in a responsible manner.
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